Privacy Notice

General Information

1. Partners Group is committed to protecting your privacy and take the greatest care to use your information only for legitimate and specified business purposes. Our global data protection framework – which includes policies, information security measures, a Data Protection Officer, training and awareness and business relevant procedures – relies on the following key principles:
   - We respect the privacy rights of Partners Group employees, customers, clients, business partners and other individuals whose personal data we have and use;
   - We implement appropriate technical and organizational measures in our data processing operations to protect personal data;
   - We obtain personal data fairly and transparently, and only use it for legitimate purposes;
   - We hold ourselves accountable for demonstrating compliance with the data protection requirements where we operate.

2. These principles apply to all Partners Group entities worldwide. They are based on internationally recognized privacy principles and the foundational principles of the European Union’s General Data Protection Regulation (GDPR). Partners Group has implemented enhanced processes in compliance with the GDPR as described in our Code of Conduct. Additionally, we take care to understand relevant laws and regulations that may apply and assess the risks that may impact personal data in our global operations.

3. For the purpose of this Privacy Notice, “Partners Group”, “our”, “we”, or “us” refers to the Partners Group entity processing your personal data.

4. This Privacy Notice outlines how we collect and process personal data about you and it explains your rights and obligations. Processing will include all actions that can be performed on personal data such as collection, recording, organization, structuring, storage, adaptation / alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction.

What information do we have about you?

5. The nature of the personal data depends on your relationship with Partners Group. In many cases, if we are handling your personal data as part of our role as asset manager, we may process the following:
   - Contact information – in some cases, for example, we may receive your email, address, postcode and phone number.
   - Online information – for example cookies and IP address (your computer’s internet address), if you use our websites. Please see our Cookies Policy.
   - Financial information – we may process information related to payments you make or receive in the context of an investment.
6 We primarily obtain your personal information directly from you, however, some information may be inferred from the information you provide or arise in the context of managing our relationships with you. Additionally, Partners Group may receive personal information about you from third parties. For example, we may obtain information about you from third-party providers who assist us in carrying out our anti-money laundering legal obligations.

How do we process your personal information and why is this justified?

7 We always process your personal data for a specific purpose and only process the personal data, which is relevant to achieve that purpose. In particular, we process your personal data to:
   - Manage our relationship with you;
   - Assess, improve, and develop our services;
   - Enhance our knowledge of markets in general;
   - Fulfill legal or regulatory obligations and to protect ourselves against fraud.

Who has access to your personal data and to whom are they transferred?

8 We will never sell your personal data.

9 In the course of our activities and for the same purposes as those listed in this Privacy Notice, your personal data may be accessed by or transferred to the following categories of recipients on a need to know basis to achieve such purposes:
   - our personnel;
   - suppliers and service providers;
   - technology systems providers, including cloud and database providers, and related consultants; and
   - professional advisors and external lawyers.

Such recipients are obligated to protect the confidentiality and security of your personal data. We regularly check who has access to our systems and data.

10 In certain limited circumstances, your personal data may be accessed by or transferred to law enforcement, regulatory bodies, or judicial authorities. This will occur only when legally required.

11 The personal data we collect from you may be processed by Partners Group in a different country than where you are based and, if you are located in the European Economic Area (i.e., the EU Member States plus Iceland, Liechtenstein and Norway, the “EEA”), outside of the EEA. Specifically, your personal data may be processed by Partners Group in one of its many international offices. For an updated list of Partners Group office locations, you can visit our webpage: https://www.partnersgroup.com/en/about/our-offices/. This may result in your data being processed in a country which may not offer the same level of protection as your country.

12 If we transfer your personal data to an external company in a country that does not offer adequate protection, we will make sure to protect your personal data by (i) requiring that the third party apply the same level of protection required under the applicable local data
protection; (ii) requiring that the third party acts in accordance with our written instructions and our policies and standards and; (iii) unless otherwise specified, only transferring your personal data on the basis of an appropriate contractual mechanism (such as the standard contractual clauses approved by the European Commission).

13 For intra-group transfers of personal data to entities located in countries that do not offer adequate protections, Partners Group has adopted standard contractual clauses. Standard contractual clauses are a set of contract terms approved by certain jurisdictions and deemed to provide “adequate protections” to cross-border transfers.

14 You may request additional information in relation to such cross-border transfers and obtain a copy of the adequate safeguard put in place by Partners Group as described in the section titled "Who can I contact if I have any questions or concerns?".

How do we protect your personal data?

15 We have implemented appropriate technical and organizational measures to provide a level of security and confidentiality to your personal data. These measures consider the state of the art of the technology; the costs of its implementation; the nature of the data; and the risk of processing.

16 The purpose of these measures is to protect your personal data against accidental or unlawful destruction or alteration, accidental loss, unauthorized disclosure or access, and against other unlawful forms of processing.

17 While we take reasonable care to implement such measures, remember that the internet is inherently unsafe, and we cannot guarantee the security of your personal data when transmitted over the internet or email.

18 Moreover, when handling your personal data, we:
   • only collect and process personal data which is adequate, relevant, and not excessive, as required to meet the related purposes; and
   • ensure that your personal data remains up to date and accurate

19 We may request that you confirm the personal data we hold about you to ensure its accuracy.

How do we store your personal data?

20 We will only retain your personal data for as long as necessary to fulfil the purpose for which it was collected or to comply with legal or regulatory requirements. This includes keeping your information for a reasonable period of time after your relationship with us has ended.

21 If you need more information about our retention or deletion practices, please contact us.

What are your rights and how can you exercise them?

22 We recognize that you may have rights with regard to our processing of your data. While the nature and extent of these rights will differ from location to location, we have processes in place that allow us to respond in a timely manner to any valid request. Your rights include:
• the right to access the personal data about you that we process;
• the right to request the correction of personal data that you believe is incorrect, obsolete, or incomplete;
• the right to request the erasure of your personal data;
• the right to request the restriction of the use of your personal data to specific categories of processing;
• if your personal data is processed based on your consent, you have the right to withdraw your consent at any time (please note that if you withdraw your consent, processing based on your consent that took place before your withdrawal will remain lawful);
• the right to object, in whole or in part, to the processing of your personal data; and
• the right to request that the personal data you provided us be returned to you or transferred to the person or entity of your choice in a structured, commonly used and machine-readable format without hindrance from us.

23 The easiest way to exercise your rights is to contact us. We will respond promptly.

Who can I contact if I have any questions or concerns?

24 If you have any questions about how your personal data is processed (including if you are unsure of which Partners Group entity is the controller), if you are not satisfied with how we process your personal data, or if you want to exercise the above rights, you may contact our Data Privacy Officer by email at DPO@partnersgroup.com. You may be requested to verify your identity. Please make sure that you redact any photographs if you submit a copy of an identity document; we will only use the information you provide to verify your identity and will not keep a copy of it after verification is completed.

25 In any case, and in addition to your rights above, you have the right to file a complaint with the competent data protection authority in your country as identified in the Country Specific Addendum.

How will you be informed of the changes to our Privacy Notice?

26 Any future changes or additions to the processing of your personal data as described in this Privacy Notice will be notified to you in advance through our website. This Privacy Notice has an effective date as shown at the end of the document.

Privacy Notice Version 2.0/ 1 April 2020
Website Privacy Notice – Supplement

General Information

1. Partners Group is committed to protecting the privacy and security of personal data. During your use of our website, you may use our video portal, either on our website or if you are a client or prospective client, through the My Partners Group portal (“Client portal”). This supplement to the website Privacy Notice explains how Partners Group (“Partners Group”, “we”, “us”, or “our”) collects and processes personal data in connection with your use of the Client Portal and/or our video portal, as applicable, and it explains your rights and obligations. For the purposes of this Supplement, the controller of your personal data is Partners Group AG.

2. This notice supplements our website Privacy Notice. This Supplement should be read together with our Cookies Policy, and where you are a user of the Client portal, the Client portal’s Terms of Service and Privacy Notice.

What information do we have about you?

3. We obtain your personal data directly from you, as well as from your use of the Client portal and/or our video portal. For example, data about your usage of the services and actions. We collect this personal data by using cookies and other similar technologies. Please see our Cookies Policy for further details.

4. When you use the Client portal, we may process various types of personal data about you, including:

   • your contact information (e.g., first name, last name, email address and place of work);
   • your electronic identification data (e.g., user account login and password, IP address, login date and time, engagement statistics and use analytics, specific IT traffic or action traffic, including for example documents or videos you access, share or download); and
   • any other information necessary for the purposes of managing and facilitating your use of the Client portal.

5. When you use our video portal (either via the website or within the Client portal), we may process various types of personal data about you, including:

   • your electronic identification data (e.g., IP address, engagement statistics and use analytics); and
• any other information necessary for the purposes of managing and facilitating your use of the video portal.

6 We do not obtain any special category personal data about you during your use of the Client portal or the video portal.

7 If you intend to provide us with personal data about other individuals, you must provide a copy of the website Privacy Notice to them.

How do we process your personal information and why is this justified?

8 We always process your personal data for a specific purpose and only process the personal data which is relevant to achieve that purpose. In particular, we process your personal data to:

• if you are a user of the Client portal, register you and grant you access to the Client portal;
• if you are a user of the Client portal, manage our relationship with you, for example, notifying you about changes to the Client portal or our terms or privacy notices;
• administer and support the services provided via the Client portal and/or video portal (including troubleshooting, testing, systems maintenance, support, reporting and hosting of data);
• monitor your usage and actions to improve the services, marketing, customer relationships and experiences;
• preserve our economic interests and ensure compliance (e.g., complying with our policies and legal requirements, tax and deductions, managing alleged cases of misconduct or fraud, conducting audits and participating in litigation);
• preserve our legal interests (e.g., managing mergers and acquisitions involving our company, enforcing or defending our legal rights); and
• any other purposes imposed by applicable law and governmental authorities or as necessary for managing and facilitating your use of the Client portal and/or video portal.

9 We will not process your personal data without a proper legal basis. Therefore, we will only process your personal data if:

• where you are a current client, the processing is necessary to perform our obligations in our contract with you;
• it is necessary to comply with our legal or regulatory obligations;
• it is necessary for our legitimate interests and does not unduly affect your interests or fundamental rights and freedoms. Please note that, when processing your personal data on this basis, we always seek to maintain a balance between our legitimate interests and your privacy. Examples of 'legitimate interests' are data processing activities performed:
  o to design, implement, and continuously improve efficient organizational processes (e.g., we may test our existing technology and security platforms to identify areas
for improvement, keeping the portals updated and relevant and to develop our business);

- to market and offer our company, products and services to our clients or prospective clients (e.g., to provide you access to the portals);
- to manage our relationship with you (e.g., to keep our records updated and to understand how users use the services); and
- to sell any part of our business or its assets or to enable the acquisition of all or part of our business or assets by a third party;
  - we have obtained your prior consent (where legally required); and/or
  - we are otherwise permitted or required by law to do so.

10 In the context of the Client portal and/or the video portal, you are under no obligation to provide Partners Group with personal data. However, if you fail to provide personal data when requested and where such personal data is necessary for us to provide you with access to the Client portal, video portal and/or related services, you may be prevented from using the services. We will notify you if this is the case at the time.

Who has access to your personal data and to whom are they transferred?

11 In the course of our activities and for the same purposes listed in this Supplement, your personal data may be access or transferred to the following categories of recipient on a need to know basis to achieve such purposes:

- Our personnel (e.g., personnel in our communications, client solutions and product management teams, including those who are employed by affiliated companies providing intercompany services);
- Suppliers and third-party service providers, including the provider of the video portal and the log-in authorization provider;
- any third party to whom we assign our rights or obligations; and
- professional advisors and external lawyers.

12 Such recipients are obligated to protect the confidentiality and security of your personal data.

13 In certain limited circumstances, your personal data may be accessed to or transferred to law enforcement, regulatory bodies or judicial authorities. This will occur only when legally required.

14 Please refer to the corresponding section in the website Privacy Notice for further details, including information about international transfers of your personal data.

How do we protect your personal data?

15 Please refer to the corresponding section in the website Privacy Notice for further details.

How do we store your personal data?

16 Please refer to the corresponding section in the website Privacy Notice for further details.
What are your rights and how can you exercise them?

17 Please refer to the corresponding section in the website Privacy Notice for further details.

Who can I contact if I have any questions or concerns?

18 Please refer to the corresponding section in the website Privacy Notice for further details.

How will you be informed of the changes to this supplemental notice?

19 Partners Group may update at its discretion this supplemental notice.

20 Any changes will become effective upon the posting of the updated notice on our website and we may notify you about updates through our usual communication channels (e.g., by email, through our systems or via our website, as applicable).

21 This supplemental notice has an effective date as shown at the end of the document.
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